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Abstract of the contribution: This paper proposes to resolve EN and clarify S-NSSAI based Congestion control
Discussion
In the last meeting, S-NSSAI based congestion control was introduced but still it is not clear in several aspects.

1. What is the meaning of ‘congestion of S-NSSAI’?

There could be several Network Slice Instance for a S-NSSAI in the network, which depends on deployment option. Congestion control for each Network Slice Instance can have various solution. For example, owing to virtualized network deployment, SMF (as VNF) can be added in the NSI (e.g., scale-out) if the NSI is about to be overloaded. In other example, the UE(s) can be allocated to SMF in non-congested NSI which is also serving the same S-NSSAI. Current specification provides means to select SMF via NRF, it is also possible that different SMF is selected to the same DNN and S-NSSAI, for load balancing. Therefore, the meaning of congestion on S-NSSAI can be that there is no appropriate NSI(s) where SMF can serve UE(s) for the S-NSSAI. In other words, there is no appropriate SMF which can handle SM NAS message from the UE.
Proposal 1: It needs to describe that the meaning of the congestion of an S-NSSAI

2. Which entity and how determines S-NSSAI based congestion control?

OAM system in a PLMN managing Network Slices in the network can determine whether the network slice is congested or not. Therefore, the congestion of the S-NSSAI can be determined by OAM system, and the OAM should notify the congestion of the S-NSSAI to the all SMF(s) that serving the S-NSSAI. After that, the SMF becomes to be aware of the congestion of the S-NSSAI. In SA2 specification, it is enough to say that the SMF determines the congestion of the S-NSSAI, even though it is indicated by the OAM system.
Proposal 2: Remove EN “It is FFS how congestion is determined.”
3. It is FFS whether the SMF should be able to provide only an S-NSSAI without any DNN.
It should be clarified first what is the difference with the DNN-based congestion control. If DNN is provided in association with the Session Management back-off timer, the UE shall not initiate any Session Management procedures for the congested DNN. But the UE should be possible to request the same DNN for other S-NSSAI, if exist, because the DNN in other S-NSSAI may not be congested as each Network Slice may utilize isolated network resources. Therefore, the DNN based congestion control should be restricted within the S-NSSAI which the UE and the SMF belong to.
If SMF provides SM back-off timer due to S-NSSAI based congestion control, in principle, the UE shall not initiate any SM procedure for the congested S-NSSAI regardless of DNN. Entire set of DNN(s) in the S-NSSAI will not be served if the S-NSSAI is congested, so there is no meaning to provide DNN associated with S-NSSAI when the SMF provides SM back-off timer. For example, UE shall not perform PDU session establishment procedure to another DNN that was not provided with the back-off timer, if it is in the same S-NSSAI. 

Also UE should be able to use multiple S-NSSAI, it means that the UE should manage back-off timer per S-NSSAI.
Therefore, there should be two kinds of SM back-off timers in the UE and the network. The first SM back-off timer is per DNN per S-NSSAI. (Let’s call it as SM back-off timer for DNN congestion) The second SM back-off timer is per S-NSSAI. (Let’s call it as SM back-off timer for Network Slice congestion) The SM back-off timer for Network Slice congestion takes precedence to the SM back-off timer for DNN-based congestion control.
Proposal 3: SMF provides SM back-off timer with only an S-NSSAI.
4. It is FFS whether the AMF also should be able to apply S-NSSAI congestion control
In order to achieve purpose of the S-NSSAI based congestion control, the SMF serving S-NSSAI should not receive any NAS message from the UE. In this aspect, it would be beneficial if AMF screen out the SM NAS signalling for the S-NSSAI in advance to the SMF. However, there is complexity in UE and CN side if AMF rejects the SM NAS message due to S-NSSAI congestion. If AMF is able to screen out the SM NAS message, which means AMF needs to provide SM back-off timer instead of the SMF, and the UE should take this timer as SM back off timer which is originally provided by the AMF. Also the SMF needs to indicate the required back-off time value to the AMF, which causes another service operation. Therefore, it is proposed to keep SMF applies S-NSSAI congestion control, and to prevent MM-SM intervention.
Proposal 4: Remove EN and AMF is not able to apply S-NSSAI congestion control, due to it is related with SM procedure.

Proposal

It is proposed to adopt following change:
*************** Start of the first change******************
5.19.7
NAS level congestion control

5.19.7.1
General

NAS level congestion control may be applied in general i.e. for all NAS messages, per DNN, per S-NSSAI or for a specific group of UEs.

NAS level congestion control applied on all NAS messages is achieved by the AMF/SMF rejecting NAS messages, from the UE, with a back-off timer. To avoid that large amounts of UEs initiate deferred requests (almost) simultaneously, the AMF/SMF should select the back-off timer value so that the deferred requests are not synchronized. When the UE receives a rejection of a NAS message with a back-off timer, the UE shall not initiate any NAS signalling with regard to the congestion until the back-off timer expires or the UE receives a paging request from the network, or the UE initiates signalling with a higher priority than was used when the UE received the back-off timer. 

AMFs and SMFs may apply NAS level congestion control, but should not apply NAS level congestion control for high priority access and emergency services.

*************** Start of the second change*********************
5.19.7.3
DNN based congestion control

The use of the DNN based congestion control is for avoiding and handling of NAS signalling congestion associated with UEs with a particular DNN. Both UEs and 5GC shall support the functions to provide DNN based congestion control. If Network Slice is deployed in a PLMN, the DNN based congestion control shall be subject to the S-NSSAI which the SMF belongs to.
SMFs may apply DNN based congestion control towards the UE by rejecting PDU Session Establishment/Modification Request messages towards a specific DNN, from the UE, with a back-off timer and the associated DNN. The SMF may release PDU Sessions belonging to a congested DNN by sending a PDU Session Release Request message towards the UE with a Session Management back-off timer. If Session Management back-off timer is set in the PDU Session Release Request message then the cause "reactivation requested" should not be set.

Upon reception of the Session Management back-off timer, the UE shall take the following actions until the timer expires:

-
If DNN is provided in association with the Session Management back-off timer, the UE shall not initiate any Session Management procedures for the congested DNN. The UE may initiate Session Management procedures for other DNNs;

-
If DNN is not provided in association with the Session Management back-off timer, the UE shall not initiate any Session Management requests of any PDU Session Type without DNN. The UE may initiate Session Management procedures for specific DNN;

-
Cell/TA/PLMN/RAT change do not stop the Session Management back-off timer;

-
The UE is allowed to initiate the Session Management procedures for high priority access and emergency services even when the Session Management back-off timer is running; and

-
If the UE receives a network initiated Session Management Request message for the congested DNN while the Session Management back-off timer is running, the UE shall stop the Session Management back-off timer associated with this DNN and respond to the 5GC.

The UE is allowed to initiate PDU Session Release procedure (e.g. sending PDU Session Release Request message) when the Session Management back-off timer is running.

NOTE 3:
The UE does not delete the related Session Management back-off timer when disconnecting a PDU Session.

The UE shall support a separate Session Management back-off timer for every DNN that the UE may use.

To avoid that large amounts of UEs initiate deferred requests (almost) simultaneously, the 5GC should select the Session Management back-off timer value so that deferred requests are not synchronized.

The DNN based Session Management congestion control is applicable to the NAS SM signalling initiated from the UE in the Control Plane. The Session Management congestion control does not prevent the UE to send and receive data or initiate Service Request procedures for activating User Plane connection towards the DNN(s) that are under Session Management congestion control.

Editor's note:
It is FFS whether the AMF also should be able to apply DNN based congestion control.

5.19.7.4
S-NSSAI based congestion control

The use of the S-NSSAI based congestion control is for avoiding and handling of NAS signalling congestion associated with UEs for a particular S-NSSAI. If the congestion of the S-NSSAI is determined, the SMF(s) in the S-NNSAI is not able to handle any SM NAS signalling for the S-NSSAI, regardless of DNN.
If an S-NSSAI is determined as congested by the SMF(s) belonging to the S-NSSAI, then the SMF(s) may apply S-NSSAI based congestion control towards the UE for SM requests which includes an S-NSSAI, and may reject the SM requests. In the reject message, the SMF provides a Session Management back-off timer and an associated S-NSSAI. The SMF may release PDU Sessions belonging to a congested S-NSSAI by sending a PDU Session Release Request message towards the UE with a Session Management back-off timer associated to the S-NSSAI.


Upon reception of a Session Management back-off timer with an associated S-NSSAI, the UE shall take the following actions until the timer expires:

-
The UE shall not initiate any Session Management procedures for the congested S-NSSAI;

-  If the UE receives a network initiated Session Management Request message for the congested S-NSSAI while the Session Management back-off timer associated to the S-NSSAI is running, the UE shall stop the Session Management back-off timer associated with this S-NSSAI and respond to the 5GC.
-
Cell/TA/PLMN/RAT change do not stop the Session Management back-off timer for the S-NSSAI;
-
The UE is allowed to initiate the Session Management procedures for high priority access and emergency services for the S-NSSAI even when the Session Management back-off timer associated to the S-NSSAI is running; and
-  The expiry or stopping the Session Management back-off timer associated with the S-NSSAI does not affect to the Session Management back-off timer for the congested DNN.
The UE shall support a separate Session Management back-off timer for every S-NSSAI that the UE may use.

To avoid that large amounts of UEs initiate deferred requests (almost) simultaneously, the 5GC should select the value of the Session Management back-off timer associated to the S-NSSAI so that deferred requests are not synchronized.
The S-NSSAI based congestion control does not prevent the UE to send and receive data or initiate Service Request procedure for activating User Plane connection belongs to the S-NSSAI that is under the congestion control.



*************** End of change *********************
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